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Introduction  

 
The Kinsey LS Dashboard  provide s greater access to information pertaining you user 

security for both Lawson S3 security and Landmark.  

 

The security reports are designed to help with the admi nistration of Lawson Security with 

queries showing detailed security  information by User,  Actor,  Role and  Security Class 

including all objects and rules.  

 

The Security Analyzer is specifically built as an audit report  to easily review acc ess by user.  

The Microsoft Excel output makes it easy to analyze object  level security by user.  

 

The Security Audit report provides details on changes made to your security model including 

who made the change, when it was made , the parameter changed and the comparative 

data of the fields changed . 

 

These independent queries have been designed to provide access to your data in the 

quickest most robust method possible  through a browser interface.  The Security Dashboard  

reports provide critical insight into y our security model for your security administrators and 

your security auditors.  
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Setting your Default Home Page    

You can set your preferred Home page on the dashboard by selecting the home page icon in 

the top right corner of your screen. This setting is saved as a browser cookie and will be lost 

whenever you clear your browser cache.  

Configuring your  LDAP Reporting  Profile  

The data used to generate the LS reports is pulled directly from your LDAP database.  The 

LS Dashboard Report s can be executed through your standard  browser interface . You can 

launch the dashboard using the URL provided by your security administrator.  

 

Launch the Security Dashboard from your  Windows browser . 

 

Click on the Administration Tab and select Configuration. You will be asked for a user ID and 

Login. See you security administrator for this information.  
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Scroll down to the LS Security  Configuration option for either Test or Production and click on 

the + sign.  

 

 

 

Lawson LDAP Server Settings  

 

 

LDAP Profile  Enter the  default  LS Profile you use for reporting . The reporting application 

will allow you to change the  profile prior to running a query but the Profile 

entered here will be used as the default.  

 

User Active but Terminated Report Requirement  

 

 
 

There is a User security report that will validate if a terminated employee is still active in the 

security model . The report requires data  to be retrieved from the Lawson HR tables. To 

enable the feature select the óCollect Employee termination data ô check box.  

The report will include the field name s entered in the Employee Fields to Collect cell.  You 

can collect da ta for any field that would indicated the employee has been terminated. This 

would generally be the TERM_DATA field but a user defined field might also hold the 

information you need.  

Examples of the fields generally used are: COMPANY, EMPLOYEE, HIRED and T ERM_DATE 

 

Note: If you do not run the Lawson HR application this report will not work in your 

environment.   
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Security Reports  

The Security Admin reports are designed specifically for anyone that needs to main tain 

security functionality in the LDAP model. Although the se reports  can be us ed by the 

auditors, they provide  more insight into the technical aspects of the model that is not 

generally required by an auditor.  The Security Analyzer was built  specifically for the audit 

team.   

 

Launch the Security Dash board and select the Security Reporting icon from  the LS Reporting 

tab.  
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Start by s elect ing  the server and security  profile you want to report on in the top right 

corner of the screen.  You can select to view reports based on current settings or historical  

snapshots. Historical snapshots can be create d through the administration panel.  Refer to 

the Kinsey Administrator Guide, page 12, Schedule Tasks for more information.  

 

  

 

 

 

The Security Reporting dashboard comes preconfigured with reports by User, Role, Security 

Class and statistical information about your model.  If you have also purchase the Activity 

Monitor (Listener) application a separate group of reports will provide you will information 

on how Lawson  is being used.  
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Report Features  

Pre - Report Filters  

 

The report filters allow you to restrict the amount of information that will be retrieved from 

the database prior to generating the report.  This is helpful when you  are working with a 

large amount of data any only want a small subsection to analyze.  

 

All of the report filters follow the same convention.  The filter field options will vary 

depending on report selected.  

 
 

For example, on the Role ï Security Class  ï Form  report you will have the option of filtering 

by Role, Security Class or Form .  If you need to filter by any other field  you can do that 

once the grid is populated.  All filters assume ñANDò logic, meaning all values  must satisfy 

the criteria for data  to be displayed . 

 

There are 2 methods when using filters.  The first simply provides the option of selecting the 

condition and filling in the value.  For example, in the above example to report on a specific 

Role you would simply change the ñSelectionò value to ñEqualsô and fill in the appropriate 

value.  Repeat the process for the Security Class  and Form  fields.  If you want the 

application to return all value s for a field you do not need to make a selection.   

 

Filter Expressions  

Equals  Value entered mus t match data exactly.  

Contains  Value entered must be contained within the data.  

Starts With  Data returned must start with value entered.  

Ends With  Data returned must end with the value entered.  
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Is Between  Date returned must fit within the range selected.  

Regular -Ex Similar to OR logic. Entered as value | value | value etc. This is u seful 

when trying to view records with specific dates.  

 

The second method allows you to select from a list of possible values. This option can take a 

little time to populate depending on the size of the  model. The values shown are based on 

the information available in your security model . 

 

 
 
Start by selectin g ñAdvancedò as the condition. The application will display all of the 

available values  associated with the specific field.  For instance , in the example above all of 

the available Roles are displayed .  At this point you have  a few  ways of  select ing  the Roles 

you would like  included on the report .  
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Adding or Removing  Selected Values  

By holding down the CTRL key you can select individual values or by holding down the Shift 

key you can select a range of values  you want  included on the report . Click ing he  Add >  

button  will move the selections to the selected  column . To remove a values from the list 

select the items in the óSelectedô column and click on < Remove .  

 

 

 
  



Security Dashboard User Guide  

   

 
Kinsey Confidential  Page 12  of 81   

Adding or Dropping All Values  

To add  all values  simply click on the  Add All >>  button.  To remove all select the  

<< Remove All  button.  

 

Tip: There may be time where itôs easier to add all and then remove the values you donôt 

want selected rather that selecting a large list for inclusion.  
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Filtering the Available Values  

The ñSearchò box will allow you to filter the list of entries displayed. The application used 

ñcontainsò logic to filter the data.   

 

 
 
In this example, to display all of the roles related to an Administrator I entered óadminô in 

the search box. At this point I can click on the Add All button to move them to the selected 

list. You can remove items from the selected list by entering a condi tion and selecting the  

< < Remove All button.  

 

Note: In all cases you can Add or Remove by combining the methods or repeating a method 

as needed.  For example you could Add all values containing  ñadminò and then also Add all 

values containing ñsuperò. 
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Historical Comparisons  

When you run a historical comparison the application will ONLY return the changes between 

the current security model and the baseline you are comparing to. This should not be 

considered a true change audit report but rather a differe nces report from the last approved 

security review.  You should use the Security Audit Reporting application to determine  the 

time and date of any security changes and /or  the person who made the change.  

 

After you have selected the appropriate filters chec k the óRun a historical comparisonô field. 

The application will prompt you for the time sta mp you would like to compare  against .  If no 

comparison dates are available see your system administrator about creating a baseline 

snapshot.  

 

 

Note: Y ou cannot run  a historical comparison if you have selected a historical 

database for reporting.  This option will be hidden when running histor ical  reports.  
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Changing Pre - Report Filters  

To change your selection criteria without exiting the report simpl y select the Sho w/Hide  

Search Criteri a link in the upper right corner of your screen.  

 

 

Showing and Hiding  Columns  

The a pplication has two methods for showing or removing columns from the grid.  The first 

option allows you to set the  default columns for all security reports through the LS Security 

Configuration option on the Administrative Configuration page.  Check the fields you would 

like hidden by default.   

 

Note: not all fields show on all reports  
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The s econd option allows you to change  the columns displayed once the grid is populated . 

The application will default to the settings found under the LS Security Configuration option 

on the Administrative Configuration page .  

 

Select the Show/Hide Columns butto n to select the columns you want displayed.  
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On - The - Fly Report Filters  

You can also f ilter your results once the grid has been populated. Select the filter icon next 

to the field name in the header.  

 

 
 

 

 

  
































































































































