
Flexible and Easy to Implement 

Kinsey’s Security Audit Reporting provides additional insight into your Infor-

Lawson S3 and Landmark environments.  By providing detailed queries of secu-

rity changes you can track sensitive updates to Users and security objects.  The 

queries include the before and after values of all changes, the date of the 

change and the security administrator who made the entry. The added ability 

to save reports and schedule email notifications allows you to easily monitor 

critical changes to the security model. 

Powerful  Reporting 

Many robust features are included with  
Security Audit Reporting, including 
changes to:  
 

 User/Actor Attributes 

 User/Actor Identities 

 User/Actor Role Assignments 

 Role Definitions 

 Security Class Definitions 

 Forms Rules 

 Business Class Rules 

 Table Rules 

 Audit Settings 

Additional functionality includes: 

 Invalid Form Access Attempts 

 Drill to Security Reports 

 Ad-Hoc Reporting 

 Unlimited Report Favorites 

 Advanced Report Filters 

 Email Notifications 

 Export to PDF  

 Export to MS Excel 

Analytics 

Easily drill to your security reports to view  
User, Role, Security Class or Form definitions 
from your audit query results. 

Security Auditing (Lawson S3 and Landmark) 
Audit Any Change to Your Lawson Security Model 

Key Benefits 
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In the Cloud or On-premise


